
To learn about other frauds, visit http://da.lacounty.gov/community/fraud-alerts

New Credit Card Scam
Los Angeles County District Attorney’s Office

IF YOU OR SOMEONE YOU 
KNOW HAS BEEN THE 

VICTIM OF A SCAM, PLEASE 
CONTACT YOUR LOCAL LAW 

ENFORCEMENT AGENCY.
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Helpful Tips

http://da.lacounty.gov

   @LADAOffice
 #FraudFriday

Consumers should beware of scammers trying to steal personal 
information as some credit card companies issue new “tap-to-

pay” cards.

In the New Credit Card Scam, fraudsters contact people who may be 
receiving the new cards and claim to be from the issuing company. 
The crooks tell their victims they must provide personal or financial 
information to activate the cards. Then, the scammers use the 
information to commit identity theft.

Credit card companies typically include a phone number or website 
for new card activation and won’t call or email asking for personal 
information.

•	 Don’t provide personal 
or financial information 
through an unsolicited call 
or email.

•	 Don’t click on a link in an 
email message unless 
you’re sure the source is 
legitimate.

•	 If in doubt about activating 
a new credit card, contact 
the financial institution 
that issued the card.


